
inode ink Corporation (INODE) is an innovative Woman-Owned Small Business (WOSB)
that provides IT Technical and Professional Services in infrastructure, systems
engineering, data science, and emerging technologies for Federal agencies and
commercial partners. Certified Partner of Nutanix, VMware, NetApp & UiPath.
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CAGE: 5GZN7
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CONTRACT VEHICLES:
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I N O D E
E N G I N E E R S

Consistently aim for
perfection and are
always on the lookout
for ways to improve
our customers day-
to-day lives, for both
stakeholders and
end-users.

Customer Sat i s fac t ion i s Our #1 Pr io r i t y

INODE does a great job and the team is appreciative of what they do and their honesty on
best solutions for the environment. Trust is never an issue. - Federal Customer
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Examples of Customer Success

Interested in FMS? Ask how we met on-demand needs for the US Navy and global FMS community.

CYBER SUPPORT SERVICES 2
United States Air Force (USAF)

INODE provides end-to-end Infrastructure as a Service
(IaaS) capabilities including storage, virtualization, and data
protection for several USAF systems. Our team has
integrated various vendor technologies through architecting,
designing, and fielding at both CONUS & OCONUS sites.

• Delivered highly functional, scalable, hardware-agnostic,
enterprise-wide IaaS solution

• All testing and integration for hardware buys and
upgrades accomplished at zero additional cost to
customer

• Storage upgrades completed two months ahead of
schedule

• Migrated systems to newly integrated infrastructure with
zero downtime

WEAPONS SYSTEM (WS) FLEXPOD DEVELOPMENT
USAF Air Operations Center (AOC)

INODE modernized and consolidated the complex
physical infrastructure behind the AOC WS by designed
and fielding a FlexPod solution at all AOC locations, both
CONUS and OCONUS. We moved the AOC from a
physical to a virtual environment which reduced expenses,
improved performance, and better served system needs.
We also assisted with the design of the AOC Trusted Thin
Client (TTC) initiative.

• Created Disaster Recovery (DR) capability between
three sites, two OCONUS

• Reduced footprint by 70%, reducing capital
expenditure and improving performance

• Planned migration path for private cloud environment

SECURITY COOPERATION ENTERPRISE SOLUTION
Defense Security Cooperation Agency
(DSCA)

INODE provided Data Management and Reporting System
(DMRS) deployment, applications lifecycle management, and
information architecture (IA) services using emerging
technologies and robotic process automation to meet on-
demand needs of the global Foreign Military Systems (FMS)
community.

• Data and metrics analysis through ExtractTransform-Load
(ETL) processes

• Dashboard design and implementation
• Defect resolution cycle time reduced by 31%
• Resolved 69% of break-fix defects in production
• Time-to-execute data pulls reduced by 49%
• Created a Robotic Process Automation (RPA) path to

conduct daily operational checks, which reduced testing
from several hours to less than 2 minutes

• Data processing time and complexity reduced
• 80% of planned costs expended

FIXED NODE EQUIPMENT AND INTEGRATION
US Army Intelligence & Security Command
(INSCOM)

INODE provided design, engineering, configuration, and
administration services for the classified and unclassified Fixed
Node infrastructure at the Ground Intelligence Support Activity
(GISA). Our team performed requirements analysis and
solution development and continues to provide fielding
support, capability testing and integration, Tier III
administration, maintenance, and operations, and quality
assurance testing.

• On-site SME level engineering, design, and architecture
support for NetApp, VMware, Cisco, and F5

• Installation, Migration, and Integration services
• CISSP services including Risk Management Framework

(RMF) development, Authority to Operate (ATO) support,
and Security Technical Implementation Guides (STIGs) for
rapid network turnup

• Provided physical site with required power, cooling, and
security requirements for configuration activities, enabling
network development in parallel


